
Internet; this option is relatively cost-effective for customers who already
use MPLS. The quality of service (QoS) feature of MPLS lets users label
backup data as low-priority traffic, eliminating the impact on other users
and applications altogether. This is especially attractive for midsized and
large companies with many users and a lot of protected data.

BACKUP MANAGED SERVICE PROVIDERS
Handing off backups to a managed service provider is the quickest way of
getting backups into the cloud and the method with the fewest internal IT
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Cloud backup checklist:
Key features

Feature

Encryption of data in transit
and at rest in the cloud

SAS 70/SS AE16 Type II 
compliance of the cloud 
service provider

Data deduplication

Hybrid cloud backup option

Getting data in and out of the
cloud via physical device

Incremental forever

Sub-file-level backup of
changed files

Bandwidth features

Reason for relevance

Prevents access to the data by cloud service
provider staff and other unauthorized users

Ensures the service provider has strong IT 
controls in place; a must-have for public 
companies and for industries with additional 
regulatory requirements

Reduces storage cost; source-side deduplication
also reduces bandwidth requirements

Cached on-premises backups eliminate long 
restore times of a pure cloud backup solution

Options of initial “seeding” of backups and delivery
of restore data via physical disk to minimize initial
backup and restore times

Ensures efficient ongoing backups

Minimizes the amount of data to be backed up,
especially with large files

Throttling and scheduling to minimize the impact
of backups on other users


